CWWPA OS X (10.4)

Note: Please update to latest version first.

1. Enable Airport and you will get a prompt for user name and password (domain
account).
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2. Click on show certificate. Click on “Always trust these certificates”. Modify “Trust
Settings” from “Ask permission” to “Always trust”.
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3. Now we need to create the “Configuration to Login Window”. Click on
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AirPort: On
Turn AirPort Off

v CWWPA
resnet
theRADIUS
Other...

Create Network...

v Use Interference Robustness

Open Internet Connect...

and select “Open Internet Connect...”



4. Click on “New 802.1X”
.' Internet Connect BaICH Edit Connect Window Help
New Connection Window

New VPN Connection...
New 802.1X Connection...

Import Configurations...

Export Configurations... Turn AirPort OFf
Close H
SignalLeve: § 0 0000000000000

Base Station ID: 00:16:C7:7F:46:C0
EShow AirPort status in menu bar @

Status: Connected to “CWWPA"

5. Edit Configuration:
@ Internet Connect File Edit Connect Window Help

006 802.1X

® = 0Q8a

Summary :© AirPort Bluetooth VPN | 802.1X

802.1X
Configuration v Other

User Name:
Password:

Wireless Network:

Status: Connected via PEAP (Inner Protocol: GTC)
Connect Time: 00:01:07




6. Change default to CWWPA. Make sure Username and Password belongs to User and
NOT the Example. See below.

.' Internet Connect File Edit Connect Window Help

802.1X

Configuration Description: CWWPA
CWWPA

Network Port: " AirPort

User Name: bedoyam

Password: eseesscsses

Wireless Network: CWWPA

Authentication: Protocol

( Configure... )

Select supported authentication protocols above
and then order them appropriately.
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7. Here is how it should look like
@ Internet Connect File Edit Connect Window Help
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Summary . AirPort Bluetooth VPN  802.1X

802.1X
Configuration: [ CWWPA

Network Port: [AirPort

User Name: bedoyam

Password: eessesssess

Wireless Network: CWWPA

Status: Idle




8. Finally, export the login window.
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6. ( Export 802.1X Configuration to Login Window

NO
-
‘ User Name: bedoyan
Password: «cccceeinn
)
Wireless Network: /oA - @
Status: Connected

And, “Always Allow” to use CWWPA.
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Summary - AirPort B

Location: | Automatic Q

Configura Show: | Network Status B

Network
Built-in Ethernet is currentlv active and has the IP address

User N: Confirm Access to Keychain

Passw / \ System Preferences wants permission to use the “CWWPA"
item from your keychain. Do you want to allow this?
Wireless Netw

Status: Idle

( Deny ) (" AllowOnce ) ( Always Allow )

( Configure... ) ( Connect... )

( Assist me... ) Apply Now




